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Abstract— Radio Frequency Identification (RFID) initially is of great use in the marketing field render 

billing easy.  It came into effect since world war-II attained its wide spread recognition only when 
Walmart introduced it as ‘mandate’. An object within the range of 20 feet can be easily tracked with the 
aid of its unique barcode using RFID chip. It is sophisticated than the primitive barcode techniques as 
there is no need of positioning of the scanner. Cloud computing is a system which provides access to all 
soft ware’s  without installation, for a desired time period, at a specific cost, only with the help of a single 
web browser.. Interfacing RFID with cloud computing would be more beneficiary in solving current 
issues. Technological updates can be done without any technical support.  This paper presents the 
overview of interfacing RFID with cloud computing for updating students’ attendance and updating it 
into the parents’ corner and faculty mails. By considering the present issue, providing unique RFID code 
to the students reduce malpractice and human error. Also Human resources can be saved by the 
application of cloud computing. Time management is the most effective advantage gained from the use of 
RFID and cloud computing. 

I. INTRODUCTION 
RFID, primitively used for automatic identification and tracking has now been extensively used for remote 

storage and retrieval of the data. RFID is similar to barcode but are far more efficient, easy to manufacture, and 
can be used in environments hostile to barcodes [1, 2]. RFID comprises of a tag ; usually sequestered on the 
object to be identified, an antenna that emits Radio Waves to excite the tag, a control unit governing the 
read/write commands between the RFID readers and the tags [3, 4] .Tags conserving fixed format data also 
constitutes of a wireless communication IC equal to the size of sesame. The newer to the system called signpost 
activates tags at the vicinity of about 123 KHz enabling identification of the tags at specific locations. The tags 
consist of the transmitter that sends out the carrier and receiver the picks up the backscattered signals.  

The reader is made efficient enough to manage either RFID reader collisions or Tag collisions [5, 6] 
establishment of communication, etc.  RFID systems adopt “Master Slave” principle such that all the readers 
and tags (slaves) are controlled by the application program (master). Readers execute the instruction from the 
application programs via tags that only reacts to the readers’ commands. RFID are classified into three 
categories: passive (without battery), active (with on-board battery) and BAP (on board battery that gets excited 
in the presence of RFID reader). The transponder could better be compared with RFID as the mode of 
communication between reader and the tag is wireless [7, 8].   

Cloud computing was first introduced by Terso Solutions in 1998 after being inspired by salesforce.com. In 
2011, two other companies hired cloud computing. It provides asset management,   data   security and cost 
reduction. Cloud computing has been gaining increased attention these years in the IT circles. It efficiently 
allows the data and applications to be managed by the server, reducing the burden of the server management that 
employs visualization technology [9].  It is arranged for a price through the internet. The RFID coalesced with 
cloud computing mainly concentrate on rendering a more secure and efficient system [10, 11]. RFID acts an 
entry point for linking cloud to support mobile systems [12] 

The punched data has been sent to the server through internet, from where its updates to the faculty or the 
parent. It has gainsaid on the grounds of security, accuracy and efficient management for E- ID Management.  
Hence, it demands research on RFID based E-ID security platform to ensure efficient security management of 
personal real identity networks [11, 12]. Also the system using finger print based attendance known as biometric 
system was designed to manage time. It consists of a microprocessor card to monitor students’ or staffs’ 
routines. These are stored in the database for administrative reference.  

In this paper, after reviewing the literature on RFID in cloud environment, RFID  is used in tracking and 
automatic identification is coalesced with cloud computing technique to render an effective and comprehensive 
parent – student web interface that efficaciously replaces the conventional method of marking attendance. The 
primitive trends fail in updating the parent with student’s actual status. This usually happens due to the 
negligence of proxy by the faculty or his voluntariness to misconduct. RFID is composed of a chip and an 
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antenna that emits low power radio wave field to excite the tags of the object.  The chip is comprised of FSK 
encoded signals to be picked up by the reader antenna, later filtered and processed  on  the embedded 
microcontroller to extract the tag’s unique identity.  

II. PROPOSED METHODOLOGY 
The RFID card reader is usually plugged into the microcontroller via MAX232 since RS232 is not compatible 

with today’s controllers. The database containing all the necessary requisites acts as a backbone of the system. 
MS Access is used as the database back end and VB with its three design forms is the front end of the user. The 
main form comprises of labels. Buttons, grids, ADO data connections, text box, timer and MSCOMM 
components.  ADODC is used to retrieve the data taken from the database to be viewed on the grid. The UART 
acts as a transceiver.  The controller that receives TTL logic from the line driver, performs database search for 
the student’s name, student’s number, Reg. no, subject, hour, class name, their mail id and finally the parent web 
interface.  

When the student’s tag is passed near by the reader as shown in figure 1, the number is displayed on the LCD 
of the controller and the respective session’s attendance automatically updated to the faculty and the parent 
interface via internet by cloud platform system. Cloud SQL server promises a scalable and highly available 
storage systems that bids familiar programming model for the web based programs that are extensive of 
classical relational database systems. RFID’ s functionalities can further be extended such that the radio waves 
returned from the tag could be transformed into a pattern which in turn is processed or stored by another system. 

 

Figure.1 Proposed methodology 

This practicality is likely to realize in exam halls or classrooms where the RFID card readers are stationed at 
the entrance to mark the student’s entry. A buzzer is also provided to alarm on the entry of an unintended 
person, which in turn creates data redundancy. The absence of redundancy data removal results in following 
three loads: the load of network bandwidth, the load of data processing, the load of data storage.  The RFID data 
is matched with database; if it’s not matched add/update button will appear to enter the new records. Based on 
new reports the absence is send to the parents and inspection centre through cloud environment. Comingles of 
RFID and cloud computing is expected to superannuate the primitive avocations. 

III. RESULTS & DISCUSSION 
The RFID reader and its response at various stages are shown in the following figures. Figure 2 shows the 

prototype model of RFID reader with LCD display. Exclusive of any information the response of RFID reader is 
decisive. 

A.Parvathy et.al / International Journal of Engineering and Technology (IJET)

ISSN : 0975-4024 Vol 5 No 3 Jun-Jul 2013 3117



 

Figure 2 The prototype model without any RF ID tag with LCD  

Figure 3 shows the archetype model of RFID reader with Transponder. When it is read by the reader the 
corresponding tag’s number will be demonstrated on LCD. 

 
Figure 3 The prototype model when the tag number read by RF ID reader 

Figure 4 shows the prototype of RFID with LCD display. The student’s register number is compared with 
database and  the authorized register number is displayed on the LCD at the same time the absentees register 
numbers are send to their parents and to the corresponding exam centres.  

 

Figure 4 Protype model with the student register number  on the LCD 

The sample outputs are 
The Tag ID is 17128183                                                                     The Tag ID is 10813759                                  
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Output: Authorized                                                                             Output: Authorized 
ROOM NO VV 201                                                                            ROOM NO VV 214     
Hour: second                                                                                       Hour: second 

 
Figure.5 Monitoring of attendance in system 

 
Figure.6 Login web page 
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Figure.7 Teacher’s Login page 

 
Figure.8 Student’s Login page 
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Figure.9 Parent’s Web corner 

Figure 5 represents the message confirmation window for monitoring of attendance, Figure 6, 7 and 8 
represents the login web page, login for teachers and login for students respectively for attendance status update 
and verification. Figure 9 represents the parent’s web corner for checking their wards attendance status. 

IV. CONCLUSION 
In this paper projected an estimate that acknowledges the clients of their attendance with its time. The script 

depicts the attendance’ total sum also. This system is so beneficial that Parents are made aware of their wards’ 
turn out daily, reduces the assemblage burden in the month end. Moreover, staff can very well be acquainted 
with their salary per month along with net duration of working hours. By facilitating this prototype direct 
contact is not made obligatory as cloud computing lends a helping hand in monitoring the status of students via 
Short Messaging Service (SMS). Since RFID now being used far and wide, its combo with Cloud projects a 
unique platform to be explored promising valuable solutions. Here presented is a wide-eyed cum convincing 
system contrived for scholars’ expediency utilizing spliced expertise and an archetype to attest practicability and 
to lay bare the formulated features.  This work can be further extended by adding extra traits like Bio-metrics. 
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